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The false promise of Open RAN

Jan-Peter Kleinhans, Tim Rühlig

Abstract

The question of whether to include Huawei technology in the rollout of Europe’s 5G infrastructure has increased awareness of the vulnerabilities that stem from technological dependence on China. The high level of market concentration in the Radio Access Network (RAN) market has led to Open RAN being presented as a solution, as it disaggregates the components of RAN. However, while Open RAN is a promising technological concept, it does not solve the “China challenge” as it neither reduces reliance on China nor necessarily offers a higher degree of network security.

The fifth generation of wireless infrastructure, widely known as 5G, has become the subject of geopolitical rivalry in recent years. A group of states spearheaded by the United States (US) argues that Chinese technology suppliers, notably Huawei and ZTE, are untrustworthy. Their major concern is that the Chinese party-state ultimately controls technology firms based in the People’s Republic of China (PRC), which could allow the authoritarian leaders in Beijing to exploit network insecurities and technological overdependence for political purposes.

Several states have therefore either explicitly or de facto excluded Huawei and ZTE from their rollout of 5G infrastructure.

As a result, there is a risk of a further consolidation of the highly concentrated Radio Access Network (RAN) equipment market. Only three companies share around 80 percent of the global RAN market: Sweden’s Ericsson, Finland’s Nokia and China’s Huawei. There may be other RAN vendors, particularly in the transport network, core network and management software, but only four

---


companies are “full-stack” vendors able to offer tightly integrated solutions for radio, transport, core network and management software: Ericsson, Nokia, Huawei and ZTE. Thus, the exclusion of Huawei (and ZTE) reduces the market options to two dominant players in the west, thereby potentially increasing the cost of RAN. More crucially, vendor diversity strengthens network security. Banning Chinese suppliers for the sake of security could create other network security vulnerabilities as a result of the reduction in market options linked to less vendor diversity.

Some policymakers hope that a new technological concept could help to resolve this dilemma: “Open RAN”. In contrast to currently deployed single-vendor solutions, Open RAN is intended to enable multi-vendor single RAN site implementation. The Open RAN hardware and software components of a Radio Access Network are disaggregated, making it possible for them to be provided by separate suppliers. In a nutshell, mobile operators would not only have a choice between Ericsson, Nokia and Huawei, but also be able to freely pick RAN components from a range of suppliers. In theory, this would increase network diversity because disaggregation multiplies vendor choice. These hopes have led governments to approve major subsidies for Open RAN development (e.g., in the US and Japan). The United Kingdom has increased its funding of Open RAN research and set a goal for “35% of the UK’s mobile network traffic to be carried over Open RAN by 2030”.

Unfortunately, it is not that simple. While there is no denying the long-term potential of Open RAN, there are major pitfalls to this approach. Neither network security vulnerabilities nor overdependence on Chinese suppliers can be automatically resolved with Open RAN technology.

To substantiate this claim, this paper explains the concept of Open RAN and distinguishes it from similar terms, such as the O-RAN Alliance or the Open RAN Policy Coalition, that are often equated with it (section I). Next, the paper discusses the concerns raised about the inclusion of Chinese vendors in the rollout of 5G (section II).
II). Open RAN provides no solutions to these risks and two major pitfalls are considered (section III). The paper ends with a short summary and presents six considerations for policymaking in Europe (section IV).

I. What is Open RAN? A primer

The Radio Access Network is becoming more complex, transferring significantly more data each year, using an ever-increasing number of frequency bands, leading to the deployment of more and more cell sites (base stations). In addition, today’s mobile networks serve a variety of needs – from consumer-centric mobile broadband to mission-critical communications and massive Internet of Things communications. Naturally, mobile operators strive to keep operational expenditure low, and one trend is for the disaggregation of hardware and software in cell sites to increase flexibility and scalability.

A cell site consists of antennae, radio units that send/receive data, and baseband units that process data and communicate with the operator’s core network. Traditionally, an entire cell site (antennae, radio units, base-band units) would have been procured from a single equipment vendor, such as Ericsson, Nokia, Huawei or ZTE, with tightly integrated software and hardware. Virtualized RAN (vRAN) is one trend within the industry for disaggregating software and hardware in the base-band unit. The functionality of a base-band unit is virtualized (a piece of software instead of a box) and can be deployed on standard cloud hardware from any cloud provider.

Open RAN pushes this concept further by virtualizing almost all functions within a cell site to enable it to be deployed on hardware from different vendors, including commercial-off-the-shelf (COTS) hardware. Thus, mobile operators do not purchase RAN equipment from one vendor, but can buy different components from different suppliers and combine them in a fully functioning RAN. The incentive for operators to push disaggregation is to increase competition among equipment vendors: “By separating hardware and software, you can get best of breed on each one. And that allows us, for example, to take a Samsung radio with an Ericsson baseband. And that allows us to play the suppliers against each other. And to their strengths, to be honest”.

Importantly, Open RAN technology is not necessarily open source. The “open” corner: This is why the wireless industry is running from cRAN to vRAN to oRAN”. Fierce Wireless. 27 February 2018. https://www.fiercewireless.com/tech/editor-s-corner-why-wireless-industry-running-from-cran-to-vran-to-oran.
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11 Interview with Nicola Palmer, former Chief Technology Officer at Verizon. Mike Dano. “Editor’s
refers to open interfaces and the openness to combine technology from different suppliers. Open RAN components can be open source, but most of them are proprietary technology. Equally misleading is the equation of Open RAN with the trustworthiness of the technology or its suppliers. Open RAN purely refers to open interfaces and not to any review mechanism for generating trust. In fact, Open RAN was not developed in the context of geopolitical concern over untrustworthy vendors, but in an attempt to reduce costs and increase the flexibility of the wireless infrastructure for mobile operators.

Interoperability relies on standardization: the O-RAN Alliance

A precondition of Open RAN is interoperability. All the different RAN functions need to be based on open interfaces that allow the various suppliers’ components to be compatible and interact with each other.

The degree to which interoperability is necessary for Open RAN exceeds existing technical standards established by means of international technical standards organizations. All purpose-built solutions comply with technical standards cooperatively developed in international institutions such as the Third Generation Partnership Project (3GPP) or the International Telecommunications Union (ITU). Open RAN is based on the same technical standards but requires additional technical specifications that generate a higher degree of interoperability and open interfaces for RAN internal components.

These technical specifications for different RAN functions have mainly been developed within the O-RAN Alliance, which was established by five mobile operators. AT&T, China Mobile, Deutsche Telekom, NTT Docomo and Orange established the O-RAN Alliance as a German entity in 2018. It is important to note that the O-RAN Alliance, as an industry consortium, does not necessarily comply with the World Trade Organization’s or the European Union’s criteria for technical standardization. In addition, in contrast to 3GPP, the five founding members have veto rights. Furthermore, the O-RAN Alliance only develops technical specifications for 4G and 5G RAN. In developing economies that will have a significant 2G and 3G subscriber base for the foreseeable future, there are no technical specifications currently available. Finally, while 3GPP develops standards for a fully functional mobile
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13 Parallel Wireless. “Understanding the different OpenRAN groups in the telecoms industry”. 3

system, the O-RAN Alliance – as the name implies – focuses only on RAN.

The O-RAN Alliance has three main work streams: a “specification effort”, which develops technical specifications based on existing technical standards for open interfaces; a “software community”, which is developing open software for the RAN in close cooperation with the Linux Foundation; and the “testing and integration effort”, which supports the community with testing and integrating the Open RAN technology developed by the Alliance.\(^\text{15}\)

This distinction is noteworthy because the depth of cooperation across the three work streams is not uniform. The specification effort focuses on open interfaces and provides its participants with little detailed knowledge of other participants’ technology. The O-RAN software community, by contrast, jointly develops software code for virtualization and automation specifications. This requires deep collaboration with little supervision in a field that considerably expands the attack surface of RAN technology.\(^\text{16}\) Chinese actors are not excluded from any of the three work streams. The Software Community collaborates closely with the Linux Foundation, for instance, and China’s technology giants Huawei and Tencent are both represented on the Linux Foundation’s board of directors among many others (such as Sony, Oracle or Intel).\(^\text{17}\)

---

**O-RAN Alliance: global industry initiatives in times of geopolitical tension**

The presence of one US, one Chinese, two European and one Japanese mobile operator is testament to the fact that the O-RAN Alliance is not an expression of geopolitical attempts to exclude Chinese actors from the rollout of mobile infrastructure.

In fact, the O-RAN Alliance united two earlier organizations: the US-based xRAN Foundation and China’s C-RAN. According to the Alliance website, this was to create “global synergy [... enabling] rapid progress, accomplishing more in less time than the two earlier organizations could have done separately, while avoiding the risk of fragmentation of specifications”.\(^\text{18}\) The O-RAN Alliance has since established a formal link with the Telecom Infra Project (TIP), which brings together hundreds of participants from around the globe, including China.\(^\text{19}\)
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\(^{15}\) O-RAN Alliance. About us. [n.d.]. https://www.o-ran.org/about.


\(^{17}\) Linux Foundation. Board of directors. [n.d.]. https://linuxfoundation.org/board-of-directors/.


TIP and leads the Indoor 5G NR Small Cell Subgroup.\textsuperscript{20}

This is not to argue that the O-RAN Alliance, TIP or the Linux Foundation are Chinese-led initiatives. Currently, around 20 percent of O-RAN Alliance members are Chinese entities.\textsuperscript{21} Nonetheless, the O-RAN Alliance is anything but free from Chinese influence. However, this reflects the fact that the development of mobile networks has long been shaped by economic competition coupled with cooperation, rather than geopolitical cleavages. Not least, this is essential to satisfy the expectations of customers for highly reliable and compatible mobile networks, which requires an exceptionally high degree of technical standards. Such technical standards are developed jointly and cooperatively in international technical standardization organizations, primarily the 3GPP, with participation from across the globe regardless of geopolitical fault lines.

This cooperative approach contrasts with the Open RAN Policy Coalition, which was founded in 2020 and is free of Chinese participants and dominated by US actors.\textsuperscript{22} In stark contrast to the O-RAN Alliance, the Open RAN Policy Coalition does not develop technical specifications. It is an advocacy group that promotes policies that support Open RAN solutions, lobbies for government procurement of Open RAN technology and funds Open RAN research and development, among other goals.\textsuperscript{23}

In short, while similar in name, Open RAN, the O-RAN Alliance and the Open RAN Policy Coalition need to be distinguished between. Open RAN is a technology concept and trend within the industry. The O-RAN Alliance is an industry association of which only mobile operators can become official members, while equipment vendors, academics and everybody else are categorized as “contributors”. The O-RAN Alliance develops technical specifications for open interfaces and software for Open RAN. Only the Open RAN Policy Coalition, a US advocacy group, reflects the geopolitical turn in wireless technology, since it does not have any Chinese members. The latter does not develop open interfaces or software: so why is the question of Chinese participation relevant?

II. Are Chinese vendors a risk to European 5G networks?

The inclusion of Huawei as a wireless technology vendor has triggered controversy in the west and some parts of Asia. Critics raise two primary concerns. First, that technological overdependence on Chinese suppliers could result from the limited number of vendors and Huawei’s cost-effective solutions. Currently an oligopoly, the RAN market could become dominated by Huawei. If this were to happen, the west would not only give up its ability to construct its critical infrastructure, but also be reliant on a Chinese vendor to maintain it. Current wireless infrastructure already requires constant maintenance work; 5G and future generations of mobile infrastructure will be even more software-defined and the need for maintenance work will only increase. Critics argue that the EU would be entrusting the maintenance of its critical infrastructure to a technology company from an authoritarian state that is not a security ally of Europe.24

Second, 5G networks are highly complex, which increases the attack surface considerably. Critics fear that use of Huawei equipment would provide privileged knowledge and access for the vendor to the 5G network. Chinese party-state agencies could gain better opportunities for espionage and to sabotage wireless networks in Europe.25 This would have much more grave consequences than today because 5G and 6G will be the backbone of a broad digitization of society and the economy. Shutting down 5G networks would disable not only mobile telephony, but also autonomous driving, machine-to-machine communication essential to industrial production, and smart home and smart health appliances, to name just a few examples.26

Concerns over technological dependence and network insecurity each assume that Huawei (and its Chinese competitor ZTE) are not private companies like any other, but instead could be subject to intervention by the Chinese party-state. Loopholes in Huawei’s governance structure reinforce concerns that the company is ultimately controlled by the Chinese Communist Party.27 Hence, both network insecurities

and technological dependencies could become political tools in the hands of the authoritarian leaders in Beijing. Huawei denies these accusations and argues that ownership of the company lies not with the Chinese state, but almost exclusively with its employees. Huawei’s claims are correct but the problem is not the ownership structure, but that ownership in Huawei’s case does not come with control over the firm. That the PRC is using Huawei equipment for surveillance purposes and human rights infringements of Muslim minorities in China’s north-western Xinjiang province has fuelled the concerns of the company’s critics.

Citing these concerns, countries such as Australia, Belgium, Estonia, India, Japan, the US, the UK, Lithuania, Sweden and Vietnam have either explicitly or de facto banned Chinese firms from their domestic mobile network rollout. Other states, such as Italy and France, have tightened regulations to make it more complicated for domestic mobile operators to develop their 5G networks with Huawei. While Huawei has lost significant market share, it remains present not only in China, but also in a few European countries, such as Hungary and Cyprus, and in large parts of the developing world, not least in Africa.

Operators in states that have excluded Huawei technology are essentially left with the choice between RAN technology provided by Ericsson, Nokia and Samsung. This lack of choice could increase prices and comes with potential network insecurities linked to a lack of vendor diversification. Diversification increases the costs of espionage and sabotage. To some observers, Open RAN is the solution to this dilemma: but does Open RAN reduce the risk of technological overdependence on China and provide improvements in network security?

31 For an overview of sources to the relevant regulations, see Tim Rühlig and Richard Q. Turcsanyi. 5G and the political turn of technology in Europe. UI Policy Brief. (Stockholm: UI, forthcoming).
34 Bevin Fletcher. “Samsung scores $6B network deal with Verizon” Fierce Wireless. 8 September 2020.
III. Is Open RAN the solution to the geopolitics of 5G?

Open RAN as a concept and technology trend within the industry, and sometimes even the O-RAN Alliance, are cited as potential solutions to the strength of Huawei in 5G infrastructure and the related security concerns. A closer look, however, reveals similar technological dependencies and network security risks in Open RAN to those in single-vendor solutions. That is not to say that these cannot be resolved, but the same holds true for proprietary technology, as is demonstrated below.

A. Does Open RAN reduce technological dependencies on China?

The expectation that a disaggregation of RAN technology will minimize western dependence on Chinese technology is optimistic at best. Whether we consider single-vendor or Open RAN technology, China remains best positioned in the global market. The barriers to market entry for Radio Access Network technology, as well as its components, are high. Entry requires expertise and is highly capital intensive. High upfront costs mean that telecommunications tends to be a natural monopoly. The global RAN market has consolidated for a good reason that will not automatically disappear with Open RAN. The global RAN market share has still small. It is estimated that 15 percent of global RAN could be Open RAN by 2026. Others predict that Open RAN will only become a significant trend in the sixth generation of mobile infrastructure (6G). Either way, China’s party-state will be able to sustain an uneven playing field by the very same means it has used to support Huawei.

According to the Wall Street Journal, Huawei has received at least US$75 billion in tax breaks, financing and soft loans in the past 25 years. The company has benefited from US$36 billion in cheap loans, credit lines and other support from state lenders alone. Between 2008 and 2018, Huawei saved US$25 billion in taxes due to state incentives to promote the tech sector. The company has also profited from cheap loans for its customers provided by Chinese state-owned banks. The China Development Bank and the Export-Import Bank of China are reported to have lent at least US$30 billion in the past 25 years.


billion to Huawei customers.\textsuperscript{39} Huawei has refuted these numbers, but there can be little doubt that the company has profited from preferential treatment in a largely shielded domestic market,\textsuperscript{40} public procurement policies, tax breaks, soft loans, subsidies and export credits.\textsuperscript{41}

Since the Chinese party-state has an obvious interest in the promotion of Chinese wireless infrastructure vendors, it requires little imagination to see the authorities using the same means to support domestic suppliers of Open RAN equipment. This could create a situation in which the very same market concentration emerges for critical Open RAN components that we are currently witnessing in the market for proprietary RAN.

Huawei is by no means the most party-state controlled Chinese technology vendor. In China, it is not ownership but the degree of “state capture” that is pivotal. Through significant support from the party-state, state-owned and privately owned firms enjoy the same treatment in terms of access to markets, state subsidies, procurement and the exercise of political guidance. The economic and the political overlap in China. Based on publicly available information, 95 of the top 100 private sector firms in China and eight of the top ten internet companies have a founder or de facto controller who is currently or was formerly a member of a central or local party or party-controlled state organ.\textsuperscript{42} These figures are based on publicly available data and are therefore likely to be a conservative estimate. This is not to deny that firms in China have agency. However, strategically important companies are best thought of as an integral part of the PRC’s political economy: they are agents within the party-state complex and not separate from it.

The party-state’s control over interest rates and the state-dominated banking sector allows it to grant loans at below market rates, while preferential treatment in procurement and public listings as well as the protection of regional or even national monopolies, in combination with corruption and coterie, preserve a high level of state control over the entire economy, including privately owned firms.\textsuperscript{43} This may not apply to all firms across all sectors, but the risk of party-state control in strategic sectors such as RAN technology vendors is high. It would be irrational to believe that this holds true only for single-vendor and not for Open RAN solutions. In fact, strategic considerations of state-run think tanks in


China suggest that the country sees Open RAN as an opportunity to circumvent US sanctions.

Such probabilities are mirrored in the realities of the most influential existing Open RAN community: the O-RAN Alliance. Not only are 36 company participants in the O-RAN Alliance headquartered in China, but some of its most active members are subject to US sanctions. Inspur, Kindroid, Phytiun and H3C are on the US BIS Entity List for their involvement in military technology upgrading. China Mobile, China Telecom and China Unicom are under US Treasury OFAC sanctions.

Assessed against the backdrop of some Chinese O-RAN Alliance participants, Huawei appears to be a role model of transparency and independence from party-state influence. A recently published analysis of Chinese participants finds that at least two-thirds of the Chinese O-RAN Alliance members have elements of state-ownership, and six are outright public institutions or agencies. At least 16 O-RAN Alliance members have public links to the Chinese security apparatus, including ZTE, Sichuan Huihou, Grentech, HGTech, Nanjing Haojun, SageRAN, Spider Radio, Sunwave, Tsinghua University and H3C.

Strikingly, all three of China’s main mobile operators, China Mobile, China Telecom and China Unicom, participate in the O-RAN Alliance. All are state-owned and supervised by the Ministry of Industry and Information Technology (MIIT). All the companies have participated in the provision of telecoms infrastructure linking islands in the South China Sea that China claims in breach of international law. In the East China Sea, the three companies have reportedly provided an upgrade of signals intelligence and location services to the People’s Liberation Army (PLA).
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50 RWR Advisory Group. Chinese Companies Active in the Architecture of Open RAN. Washington, DC. 1
The case of China Mobile is particularly problematic. China’s largest mobile operator is a founding member of the O-RAN Alliance with permanent membership of its Board of Directors and Executive Committee. The company also co-chairs ten of the 14 O-RAN Alliance working groups, and is a member of the Alliance’s influential Technical Steering Committee. The latter “decides or gives guidance on O-RAN technical topics and approves O-RAN specifications prior to the Board’s approval and publication”. In 2016, China Mobile signed an agreement on civil-military fusion with the PLA. In 2021, it was forced to delist from the New York Stock Exchange following US sanctions as a company that is part of the Chinese Military-Industrial complex. Whatever one might think of Huawei, there is less evidence of party-state influence in the widely criticized company compared to O-RAN Alliance members.

In short, Open RAN solutions could help to circumvent the market power of Huawei, but the challenge is western overdependence not on Huawei, but on China. Nor does the concept of Open RAN prevent a dominant Chinese market presence in strategic segments of Open RAN equipment or the development of an unlevel playing field. There are clear indications that China has an active interest in Open RAN in order to circumvent US sanctions. It also has a strong presence in the O-RAN Alliance. In a nutshell, Open RAN provides no guarantee of less reliance on Chinese vendors. The only foreseeable shift that will come with Open RAN is the strengthening of cloud providers. As these are not European but mostly US or Chinese firms, this is not necessarily in Europe’s best interests.

B. Is Open RAN providing better network security?

 Critics of Huawei are concerned that the Chinese equipment manufacturer or other Chinese actors could use advanced knowledge of the deployed RAN technology for espionage or to sabotage the wireless network and the critical infrastructure it connects. At worst, Chinese security services could use vulnerabilities or intentional backdoors to shut down the entire 5G network of an adversary, often referred to as a “kill switch”.

54 US Department of the Treasury. (note 47).
56 Jan-Peter Kleinhans. “Whom to trust in a 5G world? Policy recommendations for Europe’s 5G challenge”. Stiftung Neue Verantwortung. 5
As argued elsewhere, however, the Chinese security services are advanced enough to conduct espionage or sabotage operations with or without the deployment of Huawei equipment.57 This applies to Open RAN equipment too. Hence, the exclusion of Chinese vendors when deploying mobile networks provides only a limited increase in network security.

Encryption is a more effective tool for combating espionage and increasing the confidentiality of data than the exclusion of Chinese suppliers. Furthermore, while Chinese cyber-espionage is a crucial challenge, the overwhelming proportion of cyber espionage is carried out through phishing rather than mobile infrastructure.58 The most effective means for reducing the risk of a kill switch is to increase the costs for a malign actor through vendor diversification. In a diverse network, an attacker needs to identify and exploit vulnerabilities in the equipment of not one, but several vendors.59 At least in theory, the disaggregation of equipment in an Open RAN scenario eases network diversity and improves network security. Importantly, however, while Open RAN facilitates network diversification, it also presents two risks: (a) increased access to information among the Open RAN community while developing open interfaces and code; and (b) increased network insecurities when deploying Open RAN equipment linked to increased complexity and the potential involvement of untrustworthy vendors.

First, Open RAN requires a community of operators, vendors and researchers to develop open interfaces and software. This is not necessarily problematic. Cooperative technical standard-setting has not substantially compromised IT, cyber and network security. Instead, transparency and security standards have improved it. Similarly, the development of open interfaces for Open RAN appears fairly harmless since it provides little information on the actual equipment but focuses instead on the interfaces that are necessary for interoperability.

This appears to be riskier when code is jointly developed, as is the case in the O-RAN Alliance’s Software Community, as the complexity of RAN code provides multiple options for backdoors not only in a single piece of code, but also in the combination of them. It is unrealistic to expect constant review of all the code provided by all participants in an Open RAN software community. Olav Lysne, a
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Norwegian professor of engineering, estimates that an expert in code analysis could review no more than 1000 lines of code per day, probably less. RAN software consists of thousands of components with millions of lines of code. Hence, a proper security review of RAN code is not possible and absolute security of RAN code is unachievable. The trustworthiness of software suppliers is essential. As a consequence, Open RAN software is only as secure as the participants in any given Open RAN software community are trustworthy. Strikingly, some of the members of the O-RAN Alliance are more obscure and probably less trustworthy than Huawei.

Second, while providing more options for vendor diversification, the deployment of Open RAN comes with additional network security challenges. These largely stem from the higher level of complexity of the various Open RAN network functions and from different suppliers interacting with each other. Such increased complexity enlarges the attack surface of the RAN. At the same time, the high level of virtualization theoretically has considerable potential to increase security. In short, Open RAN helps to resolve concerns over the lack of network diversification, but it comes with a variety of security challenges that stem from increased network complexity. Thus, Open RAN is by no means a silver bullet to increase mobile network security in the long term and poses very real security challenges in the short to medium term. While the high level of virtualization and encapsulation of Open RAN solutions could increase network security, Open RAN development is not exclusively focused on security considerations. Interoperability, openness and time-to-market, to name just a few, are also important. The case that the network security of Open RAN is higher than that of single-vendor solutions is as yet unproven.

In summary, the characteristics of the O-RAN Alliance members outlined above provide some indication that trustworthiness cannot be assumed in Open RAN communities. Under Article 7 of the Intelligence Law, all Chinese actors are legally obliged to cooperate...
with the Chinese security services. Chinese intelligence has little interest in the cooperation of most companies, but it seems likely that they would be tempted to gain information from suppliers of critical infrastructure in third countries. All this leads us to the conclusion that Open RAN is not necessarily preferable to single-vendor solutions in the geopolitics of mobile networks. The O-RAN Alliance, more specifically, is anything but a trustworthy partner and it is highly questionable whether cooperation in and the deployment of O-RAN Alliance compliant equipment can effectively address the vulnerabilities that have been identified in the discussions on the role of Huawei in the rollout of 5G.

IV. Conclusions and recommendations

Open RAN is a new concept mainly driven by mobile operators that some perceive as a potential solution to the geopolitics of wireless network infrastructure. This paper demonstrates that these are false hopes. Open RAN is a concept for disaggregating the software and hardware in RAN technology by means of open interfaces and virtualization. This is an innovative approach that could become an integral part of 5G and 6G RAN markets in the future. Open RAN should not be conflated with the O-RAN Alliance – an operator-led industry consortium driving the development of Open RAN specifications.

Open RAN is said to carry the promise of network diversification. Some observers hope that this will reduce dependence on Chinese vendors and improve network security. Both aspirations are open to question. Just as in the market for proprietary RAN equipment, Chinese suppliers are well positioned in the Open RAN ecosystem. It seems likely that Open RAN will come with chokepoints. The O-RAN Alliance is indicative of the profound interest of Chinese actors in Open RAN, not least in order to circumvent US sanctions against technology firms headquartered in China. In fact, many members of the O-RAN Alliance are less transparent than Huawei, and have clear links to the Chinese Communist Party and the PLA. Some O-RAN Alliance members deliver surveillance technologies to Chinese state institutions in Xinjiang in support of breaching the human rights of Muslim minorities.

Nor does Open RAN necessarily increase network security. The collective development of code, as is the case with O-RAN

---


Alliance Software Community, requires a high degree of trust. Given that several Chinese O-RAN Alliance members are less trustworthy than Huawei, this initiative carries obvious risks to network security. The deployment of more diverse RAN technology to increase network security comes with new vulnerabilities that stem from increased technological complexity.

All this is not to deny the potential of Open RAN. For good reason, Open RAN is likely to gain market share in the coming years, albeit more slowly than many believe. Open RAN may also be a significant factor in 6G. However, Open RAN is not a solution to the geopolitical concerns that have been raised with regard to Huawei.

Depending on how Open RAN is developed and deployed, geopolitical concerns can be mitigated to some extent. However, the same holds true for purpose-built solutions. Hence, the EU and its member states should neither dismiss Open RAN nor place too high hopes on the concept. We make the following four suggestions for consideration:

1. **Consider whether and when to support Open RAN.** Western governments, including from the United States, Japan, the United Kingdom and Germany, have promised financial support for the development of Open RAN. Before such support is provided, governments should carefully consider the structure and activities of the Open RAN community that they are supporting. This is essential to avoid unintended geopolitical outcomes. Support for Open RAN might be useful, but it does not mitigate geopolitical concerns. Hence, support for Open RAN should be justified by reasons other than geopolitical rivalry.

2. **Get fit to assess more complex RAN.** Open RAN is technologically more complex. This heightens the need for proper regulation, assessment, testing and certification. The European Union and its member states should provide additional resources to regulators to enable them to identify critical network components and their functionalities.

3. **Invest in an analysis of the RAN ecosystem.** When relying on single-vendor solutions, RAN

---
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vendors need to take action to protect their supply chain security, and monitor the quality, reliability and trustworthiness of their suppliers and equipment. Open RAN shifts such responsibilities to a great extent from vendors to service providers, integrators and a global community of developers, and ultimately to public agencies. This will require a deep knowledge of supply chains, vendors and potential chokepoints. The development and maintenance of such expertise will require public investment by EU member states.

4. **Pool European resources for an EU regulator.** As indicated above, Open RAN shifts the burden from RAN vendors such as Ericsson and Nokia to operators and public regulators. Some EU member states might be able to live up to the requirements, but will need to devote substantial financial resources. Smaller EU member states will find it increasingly difficult to oversee their wireless networks as Open RAN gains significant market share. However, challenges to network security and the dependencies of single EU member states are no longer a national issue. The EU is highly interconnected and challenges to one EU member state are problematic for the entire EU. We therefore suggest a pooling of resources across the EU for a European regulator.
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